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Parents Guide to Internet Safety
IS YOUR CHILD AT RISK?

Your child spends large amounts of time online, especially at night
You find pornography on your child’s computer

Your child receives phone calls from adults you don’t know or is making
calls, sometimes long distance, to numbers you don’t recognize

Your child receives mail, gifts or packages from someone you don’t know

Your child turns the computer monitor off or quickly changes the screen
on the monitor when you come into the room

Your child becomes withdrawn from the family
Your child is using an online account belonging to someone else

WHAT YOUR CHILD NEEDS TO KNOW

Never give out personal information such as name, home address, school
name or telephone number in a chat room, on bulletin boards and on
social media

Never write to someone who has made you feel uncomfortable or scared

Do not meet someone or have them visit you without the permission of
your parents or guardian

Tell your parents or guardian right away if you read anything on the
Internet that makes you feel uncomfortable

For more information visit www.IC3.gov and www.FBI.gov

FOR MORE INFORMATION REGARDING THE JEWISH COMMUNAL SECURITY PROGRAM,
PLEASE CONTACT BRAD ORSINI AT borsini@ijfedpgh.org or 412-992-5229,
YOU CAN ALSO VISIT OUR COMMUNITY SECURITY WEBSITE
http://jfedpgh.org/security




